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SCHEDULE AT A GLANCE
MONDAY, MAY 8
General Session
Palm Ballroom 1-2
9:00 am — 4:30 pm 

Breakout Sessions
Multiple Locations
4:30 — 5:45 pm

Networking Reception
Poolside 
6:30 — 8:00 pm

TUESDAY, MAY 9
General Session
Palm Ballroom 1-2
8:15 am — 3:05 pm

Breakout Sessions
Multiple Locations
3:05 — 4:45 pm

Networking Dinner
Poolside
6:30 — 8:30 pm

WEDNESDAY, MAY 10
General Session
Palm Ballroom 1-2
8:00 am — 4:30 pm

Closing Reception
Palm Foyer/Patio
4:30 — 5:30 pm
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WHO WE ARE
The National Defense Industrial Association is the trusted leader in defense 

and national security associations. As a 501(c)(3) corporate and individual 

membership association, NDIA engages thoughtful and innovative leaders to 

exchange ideas, information, and capabilities that lead to the development of 

the best policies, practices, products, and technologies to ensure the safety 

and security of our nation. NDIA’s membership embodies the full spectrum 

of corporate, government, academic, and individual stakeholders who form 

a vigorous, responsive, and collaborative community in support of defense 

and national security. For more than 100 years, NDIA and its predecessor 

organizations have been at the heart of the mission by dedicating their time, 

expertise, and energy to ensuring our warfighters have the best training, 

equipment, and support. For more information, visit NDIA.org

WHO WE ARE
The Aerospace Industries Association (AIA) was founded in 1919 and is the largest and oldest U.S. aerospace and defense trade 

association, representing 347 aerospace and defense manufacturers and suppliers with approximately 844,000 employees.  

Our members represent the leading manufacturers and suppliers of civil, military, and business aircraft, missiles, space systems,  

aircraft engines, material, and related components, equipment services, and information technology. Visit aia-aerospace.org  

for more information.

https://twitter.com/NDIAToday
https://www.ndia.org/
https://www.aia-aerospace.org/
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SECURITY AND COUNTERINTELLIGENCE 
DIVISION
WHO WE ARE
Formerly the Industrial Security Committee of the Procurement Division, the Security and Counterintelligence Division represents 

member companies’ interests in all matters regarding industrial security. It is responsible for monitoring all security matters relating 

to the Defense Industrial Security Program, special access programs, and other activities that affect national security programs  

and corporate assets.

WELCOME TO THE 2023 JOINT 
NDIA/AIA SPRING INDUSTRIAL 
SECURITY CONFERENCE 
As your hosts, we would like to take this opportunity to welcome 

each and every one of you to the Joint NDIA/AIA Spring 

Industrial Security Conference! This meeting is the primary 

engagement forum for senior U.S. government industrial security 

policymakers from the Department of Defense and intelligence 

communities, as well as senior security executives from the 

Nation’s top 200 defense companies. The planning committee 

members, as well as many industry volunteers, have strived 

to create an agenda and provide the opportunity to engage 

with your government and industry counterparts in candid and 

respectful discussions on the strategic operational and policy 

issues that directly impact national security and mission success.

Over the next three days, our goal is to facilitate strong 

partnerships that can develop implementable solutions to 

address the critical issues and needs directly impacting 

government and industry. This meeting can only be as successful 

as you make it; your involvement is critical. Remember, this 

meeting is a non-attributional environment, so please do not be 

shy. We look forward to meeting everyone. If there is anything we 

can do for you, please do not hesitate ask. 

Enjoy the meeting.

GET INVOLVED
Learn more about NDIA’s Divisions and how to join one at NDIA.org/Divisions

LEADERSHIP AND 
COMMITTEES 
Quinton Wilkes
Division Chair

James Kennedy
Division Vice Chair

Lisa Reidy
Chair, Industrial Security Committee, AIA

Quinton Wilkes
Chair, Security and Counterintelligence Division, NDIA

https://twitter.com/NDIAToday
https://www.ndia.org/divisions?Division=&Affiliate=&Topic=&PageNumber=0&BrowseName=&submit=Submit+Query
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EVENT INFORMATION
PRESS Please Note: This event is closed to the press.

LOCATION Hilton Orlando Lake Buena Vista
1751 Hotel Plaza Boulevard
Lake Buena Vista, FL 32830

WIFI Network: Meeting-Space-Internet
Password: ISCS2023

REAL-TIME 
CROWD-SOURCED 

Q&A

Sli.do is an audience engagement platform that allows users to crowd-source top questions to 
drive meaningful conversations and increase crowd participation. Participants can up-vote the 
questions they would most like to hear discussed. Simply tap the thumbs-up button to up-vote 
a question. Top questions are displayed for the moderator and speaker to answer. Ask your 
question in the mobile app by selecting Sli.do!

Event code: #2023SpringISC

ATTIRE Civilian: Business
Military: Uniform of the Day

SURVEY AND 
PARTICIPANT LIST

You will receive via email a survey and list of participants (name and organization) after the 
conference. Please complete the survey to make our event even more successful in the future.

EVENT CONTACTS Maura Deely
Meeting Planner
(703) 247-2588
mdeely@NDIA.org

Thomas Kienzle
Program Coordinator, Divisions
(703) 247-2575
tkienzle@NDIA.org

JOIN THE CONVERSATION

@NDIAMembership@NDIAToday NDIA.org/LinkedIn @NDIAToday @NDIAToday

https://www.ndia.org/
mailto:mdeely%40NDIA.org?subject=
mailto:tkienzle%40NDIA.org?subject=
https://www.facebook.com/NDIAMembership
https://twitter.com/NDIAToday
https://www.linkedin.com/company/national-defense-industrial-association/
https://www.instagram.com/ndiatoday/
https://www.youtube.com/user/NDIAToday
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PLANNING 
COMMITTEE

Quinton Wilkes
Chair, Security and Counterintelligence 
Division, NDIA 

James Kennedy
Vice Chair, Security and Counterintelligence 
Division, NDIA

Lisa Reidy 
Chair, Industrial Security Committee, AIA

Katherine Andrews
Vice Chair, Industrial Security Committee, 
AIA

HARASSMENT 
STATEMENT

NDIA is committed to providing a professional environment free from physical, psychological 
and verbal harassment. NDIA will not tolerate harassment of any kind, including but not 
limited to harassment based on ethnicity, religion, disability, physical appearance, gender, or 
sexual orientation. This policy applies to all participants and attendees at NDIA conferences, 
meetings and events. Harassment includes offensive gestures and verbal comments, deliberate 
intimidation, stalking, following, inappropriate photography and recording, sustained disruption 
of talks or other events, inappropriate physical contact, and unwelcome attention. Participants 
requested to cease harassing behavior are expected to comply immediately, and failure will 
serve as grounds for revoking access to the NDIA event.

EVENT CODE  
OF CONDUCT

NDIA’s Event Code of Conduct applies to all National Defense Industrial Association (NDIA), 
National Training & Simulation Association (NTSA), and Women In Defense (WID) meeting-
related events, whether in person at public or private facilities, online, or during virtual events. 
NDIA, NTSA, and WID are committed to providing a productive and welcoming environment 
for all participants. All participants are expected to abide by this code as well as NDIA’s ethical 
principles and practices. Visit NDIA.org/CodeOfConduct to review the full policy.

ANTITRUST 
STATEMENT

The NDIA has a policy of strict compliance with federal and state antitrust laws. The antitrust 
laws prohibit competitors from engaging in actions that could result in an unreasonable restraint 
of trade. Consequently, NDIA members must avoid discussing certain topics when they are 
together at formal association membership, board, committee, and other meetings and in 
informal contacts with other industry members: prices, fees, rates, profit margins, or other 
terms or conditions of sale (including allowances, credit terms, and warranties); allocation of 
markets or customers or division of territories; or refusals to deal with or boycotts of suppliers, 
customers or other third parties, or topics that may lead participants not to deal with a 
particular supplier, customer or third party.

https://twitter.com/NDIAToday
https://www.ndia.org/meetings-and-events/event-code-of-conduct
http://www.thinktekllc.com
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AGENDA
Please Note: This event is closed to the press.

SUNDAY, MAY 7

7:00 – 8:00 pm ISC SENIOR LEADERSHIP TEAM MEETING (INVITATION ONLY)
POINSETTIA/QUINCE

8:00 – 10:00 pm NEW ATTENDEE SOCIAL
JOHN T’S LOUNGE

MONDAY, MAY 8

8:00 am – 5:45 pm REGISTRATION
PALM FOYER 2

SPONSORED BY

9:00 – 11:00 am NISPPAC (INDUSTRY ONLY)
PALM BALLROOM 1 – 2

Heather Sims 
Senior Director, Industrial Security, General Dynamics

11:00 – 12:30 pm LUNCH ON OWN

F U L L  S E S S I O N  ( I N D U S T R Y  &  G O V E R N M E N T )

12:30 – 12:45 pm OPENING REMARKS
PALM BALLROOM 1 – 2

Quinton Wilkes
Chair, Security & Counterintelligence Division, National Defense Industrial Association (NDIA)

Lisa Reidy
Chair, Industrial Security Committee, Aerospace Industries Association (AIA)

12:45 – 1:45 pm LEGISLATIVE UPDATE 
PALM BALLROOM 1 – 2

John Fitzpatrick
Chief Security Officer, Enterprise Assurance, Ball Aerospace & Technologies 
Moderator

Jon Rosenwasser 
Budget and Policy Director, Senate Select Committee on Intelligence

Dennis Wischmeier 
Professional Staff Member, Senate Select Committee on Intelligence

https://www.ndia.org/
https://risk.lexisnexis.com/law-enforcement-and-public-safety
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The world’s most innovative organizations trust 
Sign In Compliance (formerly ThreatSwitch).

Reduction in
workflow processing 

costs

78%
Drop in 

reporting labor 
costs

63%
Reduction in 
training labor 

costs

51%

The all-in-one security compliance 
solution for enterprise organizations.

Introducing

Sign In Compliance

1:45 – 2:00 pm NETWORKING BREAK
PALM FOYER

SPONSORED BY

2:00 – 3:00 pm DOD SAP REDUCTION INITIATIVES
PALM BALLROOM 1 – 2

Dr. Douglas C. Edwards
Director, Special Programs Security, Raytheon Technologies 
Moderator

Maj Gen David Abba, USAF 
Director of Special Programs, Director, DoD SAPCO, Office of the Deputy Secretary of Defense

3:00 – 4:00 pm HOW TO SECURE THE MAGIC
PALM BALLROOM 1 - 2

Mary Rose McCaffrey
Vice President, Security, Northrop Grumman 
Moderator

Linda Reid 
Vice President of Security Operations, Walt Disney World Resort

4:00 – 4:30 pm NETWORKING BREAK
PALM FOYER

SPONSORED BY

https://twitter.com/NDIAToday
https://www.signincompliance.com/
https://www.gdit.com
https://www.gdit.com
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C O N C U R R E N T  B R E A K O U T  S E S S I O N S

4:30 – 5:15 pm DCSA REGIONAL DIRECTORS 
AVAILABLE FOR QUESTIONS
PALM BALLROOM 1 – 2

Justin Walsh 
Regional Director, Mid-Atlantic Region, DCSA

Dr. Greg Estevez 
Regional Director, Eastern Region, DCSA

Roy Hawkins 
Regional Director, Central Region, DCSA

Zia Neblett 
Regional Director, Western Region, DCSA

Douglas Stone
Industrial Security Regional Mission Director, 
Mid-Atlantic Region, DCSA

Nadja West
Industrial Security Regional Mission Director, 
Western Region, DCSA

Jennifer Norden
Industrial Security Regional Mission Director, 
Central Region, DCSA

Joseph Harne
Industrial Security Regional Mission Director, 
Eastern Region, DCSA

5:15 – 5:45 pm NDIA MEMBERSHIP MEETING
PALM BALLROOM 1 - 2

Quinton Wilkes
Chair, Security & Counterintelligence Division, NDIA

AIA MEMBERSHIP MEETING
PALM BALLROOM 3

Lisa Reidy
Chair, Industrial Security Committee, AIA

6:30 – 8:00 pm NETWORKING RECEPTION
POOLSIDE

SPONSORED BY

TUESDAY, MAY 9

7:00 am – 4:45 pm REGISTRATION
PALM FOYER 2

SPONSORED BY

7:00 – 8:00 am NETWORKING BREAKFAST
PALM BALLROOM 4 – 5

SPONSORED BY

https://www.ndia.org/
https://simssoftware.com
https://risk.lexisnexis.com/law-enforcement-and-public-safety
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F U L L  S E S S I O N  ( I N D U S T R Y  &  G O V E R N M E N T )

8:15 - 8:25 am OPENING REMARKS
PALM BALLROOM 1 – 2

Quinton Wilkes
Chair, Security & Counterintelligence Division, NDIA

Lisa Reidy
Chair, Industrial Security Committee, AIA

8:25 – 9:10 am NBIS OPERATION IMPLEMENTATION
PALM BALLROOM 1 - 2

Charlie Sowell
Chief Executive Officer, SE&M Solutions, LLC 
Moderator

Jeff Smith 
Program Executive Officer, DCSA

Sheldon Soltis 
National Background Investigation Services, DCSA

Chuck Tench
National Background Investigation Services, DCSA

Mike Ray 
Vetting Risk Operations, DCSA

9:10 – 9:40 am NETWORKING BREAK
PALM FOYER

SPONSORED BY

9:40 – 10:20 am THE CHANGING LANDSCAPE OF FOCI
PALM BALLROOM 1-2

Jennifer Brown
Senior Director of Security, iDirect Government 
Moderator

Matthew Kitzman 
Chief of Entity Vetting, DCSA

https://twitter.com/NDIAToday
https://www.gdit.com
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10:20 – 11:20 am SAP SECURITY DIRECTORS PANEL 
PALM BALLROOM 1 - 2

Joseph Kraus 
Senior Vice President, ManTech
Moderator

Trevor Haggett 
Director of Security, DoD SAPCO

Special Agent Jonathan Drapalik 
Counterintelligence & Global SAP Security, DoD SAPCO

Special Agent Lee Russ 
Executive Director, OSI Office of Special Projects, SAP Security Director, DAF

Alison Goldsmith 
Deputy Director of Security, DON SAPCO

Stephen Harsch 
ARMY SAP Security Director, Army SAPCO

Michael Smith 
Director, Special Programs, DARPA

11:20 am – 12:20 pm LUNCH ON OWN
$10 Lunch Vouchers will be provided at the 
registration desk and can be used at Main Street 
Market, Rum Largo, and Covington Mill

SPONSORED BY

12:20 – 12:35 pm AFTER LUNCH REMARKS
PALM BALLROOM 1 – 2

Quinton Wilkes
Chair, Security & Counterintelligence Division, NDIA

Lisa Reidy
Chair, Industrial Security Committee, AIA

https://www.ndia.org/
https://complyup.com/
https://parasys.com/solutions/scis/
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July 18 – 19, 2023   |   Alexandria, VA   |   NDIA.org/JADC2

 JADC2: ALL DOMAIN 
WARFARE SYMPOSIUM
Register Today!
Make plans to attend this year’s Joint All Domain Warfare Symposium!  

The event will ignite purposeful innovations and future solutions to equip  

and serve US and coalition warfighters in the best ways possible. 

Hear from notable and high caliber speakers from the Joint Staff, the  

Office of the Secretary of Defense, the Combatant Commands, all services, 

industry, and academia. Enhance your symposium experience with a wide 

range of in-person opportunities, discussions, and tabletop displays.  

You won’t want to miss this trailblazing event!

12:35 – 1:35 pm IC DIRECTORS PANEL
PALM BALLROOM 1 - 2

Jon Hildebrand 
Senior Security Director, GDIT 
Moderator

Jeremy Sansbury 
Chief, Security & CI, NSA

Special Agent Glen Gibson 
Deputy Director, Security, NRO

Doug Van Zandt
Director of Security, CIA

Daniel Fleeger 
Acting Chief, Security Operations, DIA

Rich McComb 
Chief Security Officer, DHS

1:35 – 2:35 pm AN ERA OF GLOBAL INSECURITY
PALM BALLROOM 1 - 2

MaryJo Thomas
Director, Insider Risk & Counterintelligence, General Dynamics 
Moderator

Bill Priestap 
Founder, Trenchcoat Advisors, LLC

Holden Triplett 
Founder, Trenchcoat Advisors, LLC

2:35 – 3:05 pm NETWORKING BREAK
PALM FOYER

SPONSORED BY

C O N C U R R E N T  B R E A K O U T  S E S S I O N S

https://twitter.com/NDIAToday
https://www.gdit.com
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3:05 – 4:05 pm AUTHORIZING 
OFFICIALS BREAKOUT
PALM BALLROOM 1 – 2 

Rosie Borrero-Jones
Cyber GRC Analyst Chief,  
Information Operations, SAIC 
Moderator

David Scott 
National Industrial Security Program (NISP) 
Authorization Office (NAO), DCSA

Stacey Omo 
Regional Mission Director, Western Region – 
Authorizing Official, DCSA

William Vaughn 
Regional Mission Director, Central Region –  
Authorizing Official, DCSA

Alex Hubert 
Regional Mission Director, Eastern Region –  
Authorizing Official, DCSA

Zeke Marshall 
Regional Mission Director, Mid-Atlantic Region – 
Authorizing Official, DCSA

DAF SAPCO BREAKOUT
PALM BALLROOM 3

Lisa Reidy
Chair, Industrial Security Committee, AIA 
Moderator

Jennifer Aquinas 
Director, Security, Special Program,  
Oversight & Information Protection,  
Department of the Air Force SAPCO

Special Agent Lee Russ
Executive Director, OSI Office of Special Projects, SAP 
Security Director, DAF

4:05-4:45 pm BREAKOUT: DCSA PERSONNEL SECURITY UPDATES
PALM BALLROOM 1 - 2

Lisa Reidy
Chair, Industrial Security Committee, AIA 
Moderator

Heather Green 
Principal Deputy Assistant Director, Consolidated Adjudications Services/Vetting Risk Operations, DCSA

6:30 – 8:30 pm NETWORKING DINNER
POOLSIDE

SPONSORED BY

WEDNESDAY, MAY 10

7:00 am – 4:30 pm REGISTRATION
PALM FOYER 2

SPONSORED BY

7:00 – 8:00 am NETWORKING BREAKFAST
PALM BALLROOM 4 - 5

SPONSORED BY

F U L L  S E S S I O N  ( I N D U S T R Y  &  G O V E R N M E N T )

https://www.ndia.org/
https://www.iworkscorp.com
https://risk.lexisnexis.com/law-enforcement-and-public-safety
https://www.clearancejobs.com
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8:00 - 8:05 am OPENING REMARKS
PALM BALLROOM 1 - 2

Quinton Wilkes
Chair, Security & Counterintelligence Division, NDIA

Lisa Reidy
Chair, Industrial Security Committee, AIA

8:05 – 9:05 am MORNING KEYNOTE: INTERNATIONAL RISK
PALM BALLROOM 1 – 2

Kathy Andrews
Security Director, Northrop Grumman 
Moderator

Ambassador Roger Carstens 
Special Presidential Envoy for Hostage Affairs, U.S. Department of State 

9:05 – 9:50 am CHATGPT (THE AI ARMS RACE)
PALM BALLROOM 1 – 2

LaToya Coleman
Director of Security Operations, ManTech 
Moderator

Dr. Allen Badeau 
Chief Technology Officer, Empower AI

9:50 – 10:00 am NETWORKING BREAK
PALM FOYER

SPONSORED BY

10:00 - 11:00 am OFFICE OF THE UNDERSECRETARY OF DEFENSE  
(INTELLIGENCE & SECURITY) UPDATE
PALM BALLROOM 1 – 2

John Fitzpatrick
Chief Security Officer, Enterprise Assurance, Ball Aerospace & Technologies 
Moderator

John Dixson 
Director for Defense Intelligence – Counterintelligence, Law Enforcement & Security,  
Office of the Undersecretary of Defense for Intelligence and Security

11:00 am - 12:00 pm DEFENSE COUNTERINTELLIGENCE AND SECURITY 
AGENCY (DCSA) UPDATE 
PALM BALLROOM 1 - 2

Lisa Reidy
Chair, Industrial Security Committee, AIA 
Moderator

William Lietzau 
Director, DCSA

https://twitter.com/NDIAToday
https://www.gdit.com
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12:00 – 1:30 pm LUNCH ON OWN

1:30 – 1:45 pm AFTER LUNCH REMARKS
PALM BALLROOM 1 - 2

Quinton Wilkes
Chair, Security & Counterintelligence Division, NDIA

Lisa Reidy
Chair, Industrial Security Committee, AIA

1:45 - 2:45 pm SECURITY LESSONS LEARNED FROM UKRAINE: INTELLIGENCE TO 
SUPPORT RISK MITIGATION GLOBALLY
PALM BALLROOM 1 - 2

Peter Romero
Director, Global Security Risk Services, Pratt & Whitney 
Moderator

Michael Susong 
SVP-Global Intelligence, Crisis24, a Gardaworld Company

2:45 – 3:15 pm NETWORKING BREAK
PALM FOYER

SPONSORED BY

3:15 – 4:30 pm DCSA FIRESIDE CHAT
PALM BALLROOM 1 - 2

Quinton Wilkes
Chair, Security & Counterintelligence Division, NDIA 
Moderator

Matt Redding 
Assistant Director, Industrial Security, DCSA

Mark Livingston
Assistant Director, Personnel Security, DCSA

Drew Lochli
Assistant Director, Threat Directorate, DCSA

4:30 pm CONFERENCE ADJOURNS

4:30 – 5:30 pm CLOSING RECEPTION
PALM FOYER/PATIO

SPONSORED BY

https://www.ndia.org/
https://www.gdit.com
https://govcio.com
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BIOGRAPHIES
MAJ GEN DAVID ABBA
Director of Special Programs, Director DAF SAPCO
Office of the Deputy Secretary of Defense

Maj Gen David Abba 
is the Director of 
Special Programs 
and the Director 

of the Department of Defense Special 
Access Program Central Office, the 
Pentagon, Arlington, VA. He serves under 
the authority, direction, and control of the 
Deputy Secretary of Defense for all programs 
protected under special access controls 
in order to acquire and deploy operational 
and intelligence capabilities to warfighters 

worldwide. Additionally, Abba chairs the Low 
Observable/Counter Low Observable Tri-
Service Committee.

Abba earned his commission through 
the United States Air Force Academy in 
1995 with a Bachelor of Science in human 
factors engineering. He has held a variety 
of flying assignments at the squadron, 
group and wing level, including serving as 
the weapons officer for the 58th Fighter 
Squadron at Eglin Air Force Base, FL; 
Director of Operations for the 27th Fighter 
Squadron and Commander of the 94th 

Fighter Squadron, both at Langley AFB, VA; 
Commander of the 3rd Operations Group 
at Joint Base Elmendorf-Richardson, AK; 
and Commander of the 53rd Wing, Eglin 
Air Force Base, FL. The general’s staff 
assignments include Airpower Strategist in 
Project CHECKMATE, Assistant Executive 
Officer to the Air Force Chief of Staff, and 
Senior Air Force Strategy Advisor in the 
Office of the Under Secretary of Defense for 
Policy. Prior to his current assignment, Abba 
was the Director of the F-35 Integration 
Office, Headquarters United States Air Force, 
the Pentagon, Arlington, VA.

DR. ALLEN BADEAU
Chief Technology Officer
Empower AI

Dr. Allen Badeau is 
the Chief Technology 
Officer for Empower 
AI, as well as the 

Director of the Empower AI Center for 
Rapid Engagement and Agile Technology 
Exchange (CREATE) Lab. In this role, he 
leads innovation research and development 
activities designed to add value to Empower 
AI’s customers and their missions, including 
cutting-edge technologies such as artificial 
intelligence, quantum computing, software 

defined networks, robotics, advanced 
data analytics, agile DevSecOps, and 
many other areas.

With the CREATE Lab, Empower AI is 
building next-generation, value-based 
solutions for its customers utilizing 
a collaborative, knowledge-sharing 
environment. Under Allen’s direction, the 
CREATE ecosystem brings together people, 
processes, and ideas, as well as software 
and hardware resources — exploring the 
strategy and implementation of new and 

advanced technologies, and redefining 
how innovation is integrated into our 
customers’ environment.

Prior to joining Empower AI, Allen held 
various leadership roles at ASRC Federal, 
CSC, Innovative Management & Technology 
Services, and Lockheed Martin. Allen 
received his bachelor’s degree in physics, 
and both his master’s and doctoral  
degrees in mechanical engineering  
from West Virginia University.

AMBASSADOR ROGER CARSTENS
Special Presidential Envoy for Hostage Affairs
U.S. Department of State

Roger Carstens is the 
Special Presidential 
Envoy for Hostage 
Affairs (SPEHA) at 

the U.S. Department of State. Mr. Carstens 
was the former Deputy Assistant Secretary 
in the Bureau of Democracy, Human Rights, 
and Labor at the U.S. Department of State, 
where he oversaw the Bureau’s work in Near 
Eastern Affairs, Western Hemisphere Affairs, 
and the Office of Security and Human Rights. 

Previously, he served in Amman, Jordan, 
as the Country Director for a U.S.-based 
INGO that provided humanitarian assistance 
and stability support to Syrian refugees 
and internally displaced persons. Prior 
positions include Senior Civilian Advisor on 
the Commander’s Advisory and Assistance 
Team (CAAT) in Afghanistan; Project Director 
for an INGO based in Somalia; Senior Fellow 
at the Center for a New American Security; 
and Special Assistant for Legislative Affairs 

in the Office of the Secretary of Defense. 
Carstens is a retired Army Lieutenant Colonel 
who served in Special Forces and the 1st 
Ranger Battalion. He is a graduate of the 
U.S. Military Academy and holds master’s 
degrees from the U.S. Naval War College 
and St. John’s College.

https://twitter.com/NDIAToday
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HEATHER GREEN
Principal Deputy Assistant Director, Consolidated Adjudications Services/Vetting Risk Operations
Defense Counterintelligence and Security Agency

Heather Green is 
the Principal Deputy 
Assistant Director 
of Vetting Risk 

Operations and Consolidated Adjudication 
Services for DCSA. 

In this capacity, Green manages two diverse 
offices of over 1,000 personnel security 
specialists and adjudicators upholding 
protection of the Nation’s workforce 
security. Programs under this scope 
include: oversight of National Industrial 
Security Program (NISP) personnel security 
program, implementation of the Continuous 
Vetting (CV) Program, Expedited Screening 
Center (ESC), and Adjudication Services. 
Adjudications customer base includes all 
military service members, military applicants, 
civilian employees, and consultants affiliated 
with the Department of Defense (DOD), 
to include the staff of the United States 
Senate and House of Representatives, the 
Congressional Budget Office, the United 
States Capitol Police, selected judicial staff, 
DOD personnel at the White House, and 
contractor personnel under the NISP. 

Green was appointed as the Director 
of the Vetting Risk Operations (VRO), 
formerly known as the Personnel Security 
Management Office for Industry (PSMO-I), 
in February 2016. VRO provides a full 
spectrum of risk-based operations to 
identify and address personnel security risk. 
VRO continuously evaluates personnel to 
determine access to classified information, 
facilities and equities as well as share 
information to mitigate insider threat risk. 
In January 2023, Green assumed the 
role of leading the DCSA’s Consolidated 
Adjudication Services (CAS), formerly known 
as the Department of Defense Consolidated 
Adjudications Facility (DoD CAF). CAS is 
the sole authority that determines security 
clearance eligibility of non-Intelligence 
agency DoD personnel occupying sensitive 
positions and/or requiring access to 
classified material, including Sensitive 
Compartmented Information.

Prior to her current role, Green led a 
dedicated team of Field Office Chiefs, 
Industrial Security Representatives, and 
Information Systems Security Professionals, 

providing industrial security oversight to 
over 5,000 cleared NISP contractor facilities 
while serving as the Capital Region Director.  
From August 2011 to January 2013, she 
served as the Quality Assurance Manager for 
Industrial Security Field Operations (ISFO), 
conducting oversight of quality, consistency, 
and standardization within ISFO.  She was 
the Industrial Security Maryland Field Office 
Chief (FOC) with Defense Security Service 
from January 2002 to August 2011, where 
she provided management oversight of all 
aspects of the Maryland Field Office. She 
began her career with the Defense Security 
Service (now DCSA) in 1997 as a Special 
Agent conducting background investigations 
prior to moving into the industrial 
security field.   

Green received a Bachelor of Arts  in criminal 
justice from the University of Maryland at 
College Park and obtained a Master of Arts 
in security management from The George 
Washington University.

WILLIAM LIETZAU
Director
Defense Counterintelligence and Security Agency

The Department 
of Defense named 
William (Bill) Lietzau 
the Director of the 

Defense Counterintelligence and Security 
Agency (DCSA), effective March 30, 2020.  

Lietzau leads both the personnel vetting 
and critical technology protection missions 
under DCSA and manages approximately 
12,000 federal and contract support 
personnel worldwide. Additionally, Lietzau 
directs the development of an end-to-
end national-level Information Technology 
infrastructure designed to support the 
personnel vetting enterprise. DCSA is 
a strategic asset to the Nation and its 
allies – leveraging advanced technologies 
and innovation, an extensive security 
education and certification enterprise, and 
substantial counterintelligence capabilities 
to continuously ensure a trusted federal 

workforce and enable industry’s delivery 
of uncompromised capabilities to preserve 
America’s strategic edge.

Prior to his current role, Lietzau served 
as the Director of the Personnel Vetting 
Transformation Office where he managed 
the transfer of the National Background 
Investigations Bureau (NBIB) to the nascent 
Defense Counterintelligence and Security 
Agency (DCSA), and initiated and led 
associated transformational efforts.

Before returning to government, Lietzau 
was Vice President at a large government 
services contractor, where he initially served 
as Deputy General Counsel, overseeing 
security, contracting, international trade 
and compliance. He later became general 
manager of an international business 
unit providing counter-terrorism and law 
enforcement training and mentoring in over 
35 countries, as well as related O&M, minor 
construction, and security services.

Lietzau served over three years as Deputy 
Assistant Secretary of Defense for Rule of 
Law and Detainee Policy and on several 
U.S. delegations negotiating multilateral 
treaties. A retired Marine Corps Colonel, 
he served 27 years as an infantry officer 
and then judge advocate, commanding 
at the company, battalion, and installation 
levels. An expert in international law, he also 
served as a prosecutor, defense counsel, 
and judge and provided legal advice at a 
combatant command, the Joint Staff, the 
Office of the Secretary of Defense, and the 
National Security Council. He earned his 
Bachelor of Science from the United States 
Naval Academy and his Juris Doctorate 
from Yale Law School. He also holds an 
LL.M. from the U.S. Army Judge Advocate 
General’s School, and an Master of Science 
in National Security Studies from the 
National War College.

https://www.ndia.org/
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LINDA REID
Vice President of Security Operations
Walt Disney World Resort

Linda Reid currently 
serves as the security 
leader for the largest 
Disney Park and 

Resort complex in the company, the Walt 
Disney World® Resort in Orlando, FL. Prior 
to relocating to Orlando, Linda had security 
responsibility for Disney’s international 
theme parks and served as the strategic 
security resource for the Disney Parks 
and Resorts overseas properties at Hong 
Kong Disneyland, Shanghai Disneyland, 
Tokyo Disney, Disneyland Paris, Disney 
Cruise Line, Adventures by Disney land 
tours, Disney Institute, and Disney Vacation 
Club properties including the Aulani 
Resort in Hawaii.

Reid’s first job in the Walt Disney Company 
in 2008 was as the Director of the Global 
Intelligence and Threat Analysis unit, where 
she built a team of corporate intelligence 
analysts who serve as the “strategic tripwire” 
for risks and threats to the Walt Disney 

Company’s personnel and guests, facilities, 
and brand worldwide. This intelligence 
portfolio spans 72 brands and encompasses 
the Parks and Resorts business segment, 
as well as ABC News, ESPN, Disney 
Cruise Line, Disney Stores, Adventures 
by Disney land tours, and motion picture 
productions, including Disney Studios, Pixar, 
Marvel, and Lucasfilm.

Reid joined the Walt Disney Company 
after an 18-year career with the Central 
Intelligence Agency (CIA). During her CIA 
career, Linda served as both an analyst 
and operations officer and has extensive 
overseas experience in South Asia, North 
Africa, and the Middle East. She worked 
on issues ranging from terrorism to cyber 
intelligence to weapons of mass destruction, 
verification of international arms control 
treaties, and unmanned aircraft programs. 
She is the recipient of the Intelligence 
Community’s Studeman Award for 
Excellence, Intelligence Medals for service in 

Iraq and Bosnia, a National Meritorious Unit 
Citation for Weapons of Mass Destruction, 
and numerous other CIA awards for merit, 
excellence, and distinguished service.

Reid is a founding member of the 
Department of Homeland (DHS) Security’s 
Classified Intelligence Forum, which assists 
DHS analysts in understanding threats to 
the private sector, and the Commercial 
Facilities and Outdoor Events subsector 
councils. She is the former Chairman of 
the State Department’s Pan-Asia Regional 
Council, a member of the inaugural security 
committee for the International Association 
of Amusement Parks and Attractions, and 
a founding member of the Private Sector 
Intelligence Council.

Reid graduated Magna Cum Laude from 
the University of California, Los Angeles and 
has done graduate-level work at Cambridge 
University in England. 

HEATHER SIMS
Senior Director, Industrial Security
General Dynamics

Heather Sims is 
the current Industry 
Spokesperson to the 
National Industrial 

Security Program Policy Advisory Committee 
responsible for advising on matters and 
issues concerning National Industrial 
Security Program polices. 

Sims provides security strategy, planning, 
and collaboration to one of the largest 
national defense contractors in the nation.  
She provides subject matter expertise for all 
security disciplines.

Previously, she was the Assistant Deputy 
Director for Industrial Security Field 
Operations at Defense Security Service, now 
known as Defense Counterintelligence and 
Security Agency, located in Quantico, VA. 
Sims was responsible for the day-to-day 

field operations throughout the US.  She also 
served in the Air Force in various positions 
both in uniform and as a civilian employee. 

Sims holds a Bachelor’s degree in workforce 
education and development from the 
University of Southern Illinois. She is also a 
graduate of the Excellence in Government 
Senior Fellows Program and the Federal 
Executive Institute. She holds professional 
certifications in Security Fundamentals, 
Security Asset Protection, Industry Security 
Oversight, and Physical Security.

W. MICHAEL SUSONG 
Senior Vice President, Global Intelligence
Crisis24

As Senior Vice 
President of Global 
Intelligence at 
Crisis24, Susong 

leads a team of data scientists, geopolitical, 
supply chain, and cyber intelligence 
analysts that directly serve over 1000 

global corporations, governments, and 
nonprofits. Mr. Susong is the recipient of 
the Central Intelligence Agency Intelligence 
Star in recognition of heroism in the field. 
He is a combat decorated US Army Major 
and is certified as both an Information 
Security manager CISM™ and Protection 

Professional CPP™, board member 
of the National Intelligence University 
foundation, and advises the International 
Spy Museum in Washington D.C., and is 
a Black Rock Ranger at Burning Man in 
the Nevada desert.

https://twitter.com/NDIAToday
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PREMIER SPONSOR

CANDA Solutions specializes in risk management solutions for 

the national security enterprise. We make risk management 

easier by creating tools to protect, monitor, and orchestrate 

critical assets, personnel, and infrastructure from the inside out. 

Our software solutions provide a way for the vetting enterprise to 

extend services to its customers without more paperwork, more 

regulations, and more delays - but in a way that demonstrably 

reduces cost, reduces work, and reduces overall risk.  

The Fresh Haystack platform is a robust system for managing 

and monitoring the risks of employee access to sensitive and 

classified information and systems. We identify your supply 

chain and facility risks and tie those to programs and people 

by continuously assessing your risk posture. We use AI to find 

and mitigate insider threats while streamlining onboarding and 

security clearance processing of your human supply chain.

We are a customer-focused company that believes in building 

strong relationships with our clients. We are dedicated to 

providing the highest level of support and service, ensuring 

our clients have the peace of mind they need to focus on their 

mission. We look forward to meeting you at the conference and 

discussing how we might meet your specific security needs.

ELITE SPONSOR

Sign In Compliance is the all-in-one security compliance 

solution for enterprise organizations. Compliance frameworks 

like SOC2, contract security requirements, and government 

regulations are expensive, labor-intensive, and change frequently. 

From tracking and reporting to automating your data-intensive 

tasks, Sign In Compliance replaces unwieldy spreadsheets, 

disparate databases, and mismatched point solutions with 

intuitive workflow tools and comprehensive recordkeeping. 

Sign In Compliance provides safer, easier solutions that save 

time and money so security and compliance professionals can 

work smarter – not harder. Sign In Compliance serves NetApp, 

Forcepoint, and many enterprises and mid-size companies.  

For more information, visit www.signincompliance.com.

https://www.ndia.org/
https://xceleratesolutions.com
https://freshhaystack.com/#placemat
https://www.signincompliance.com
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ELITE SPONSOR

Xcelerate Solutions is a mission-driven consultancy committed 

to enhancing America’s security through three service 

areas: Enterprise Security, Strategic Consulting, and Digital 

Transformation. Leveraging these capabilities, Xcelerate provides 

full lifecycle solutions from strategy creation to realization of that 

strategy and operations and continuous improvement of the 

resulting solution.

Xcelerate has supported the end-to-end Security, Suitability, and 

Credentialing (SSC) mission for over a decade. Through strategy, 

management, and operations, they play a key role in today’s 

SSC modernization efforts. 

An ISO 9001, ISO 20000-1, and ISO 27001 certified company, 

Xcelerate delivers high-quality services in accordance with their 

CMMI-SVC Level 3 appraised processes.

NETWORKING DINNER SPONSOR

iWorks is a leading small business system integrator 

providing IT services that is recognized in personnel security 

and vetting solutions. We support solutions focused on 

digital transformation including Agile DevSecops, Process 

Transformation, Cloud Migration & Cybersecurity, Operations 

and Management for all our federal clients. We are certified 

CMMI Dev Level 4, CMMI SVC Level 3, ISO 9001:2015, 20000-

1:2011, and 27001:2013.

NETWORKING RECEPTION SPONSOR

For 40 years, SIMS Software has been the leading provider 

of security information management software to some of the 

world’s most renowned government agencies and defense 

contractors. Our proprietary system provides the necessary 

tools and metrics to view your risk landscape, access your data 

securely, stay in compliance with government and customer 

requirements, and make informed decisions.

REGISTRATION & LANYARD SPONSOR

LexisNexis Special Services Inc. (LNSSI) was founded to help 

government agencies create actionable intelligence and deliver 

data-driven decisions. We deliver a comprehensive suite of 

solutions to arm government agencies with superior data, 

technology, and analytics to support mission success.

MOBILE APP SPONSOR

For 100+ years, KPMG has assisted the Federal Government 

with various challenges and solutions in the civilian, defense, 

and intelligence sectors. We help clients adapt and transform 

their business models, better leverage data, increase operational 

efficiencies, and ensure greater transparency. Learn more about 

KPMG, our people and solutions at www.kpmg.com/us/federal.

NETWORKING BREAKS SPONSOR

We are GDIT. The people supporting some of the most complex 

government, defense, and intelligence projects across the 

country. Bringing the expertise needed to understand and 

advance critical missions. Shifting the ways clients invest in, 

integrate, and innovate technology solutions. Offering the 

technology transformations, strategy, and mission services 

needed to get the job done.

LUNCH VOUCHER SPONSOR

Securitas Critical Infrastructure Services (SCIS) and our 

subsidiary, Paragon, employ over 12,000 professionals providing 

security, fire, investigations, cybersecurity, risk management, and 

mission support services to the Federal Government and critical 

infrastructure clients. As the national security provider for DoD, 

Aerospace, and Intelligence contractors, SCIS provides “Cleared 

Protective Services” to classified facilities.

https://twitter.com/NDIAToday
https://xceleratesolutions.com
https://www.iworkscorp.com
https://simssoftware.com
https://risk.lexisnexis.com/law-enforcement-and-public-safety
https://advisory-marketing.us.kpmg.com/speed/index.html
https://www.gdit.com
https://parasys.com/solutions/scis/
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TUESDAY NETWORKING BREAKFAST SPONSOR

MathCraft Security Technologies, Inc., is the leading provider of 

industrial security software solutions for security professionals. 

Our tools are compliant with 32 CFR Part 117, NISPOM Rule, 

and are available on-premises or in the cloud. Contact us today 

at mathcraft.com to see how our products can transform your 

security operations! 

WEDNESDAY NETWORKING BREAKFAST SPONSOR

Founded in 2002, ClearanceJobs has been committed to 

connecting security-cleared professionals, employers, and 

federal agencies in a secure and private platform to fill the jobs 

that safeguard our nation. Our protected career marketplace 

allows industry employers and candidates the ability to connect, 

converse, and exchange opportunities. 

CLOSING RECEPTION SPONSOR

GovCIO is a rapidly growing provider of advanced technology 

solutions and digital services for the federal government. 

Combining our extensive federal experience with the latest 

innovations in IT and disruptive approaches, our experts develop 

comprehensive solutions to meet the most pressing demands of 

today’s government agencies. From the U.S. military to Health 

and Human Services, we have an impressive track record of 

helping our customers optimize how they operate.

GovCIO is transforming government IT, empowering our federal 

customers to meet the challenges of today while building the 

government of tomorrow.

Let us show you what we can do. Visit www.govcio.com for 

more information.

AMBASSADOR SPONSOR

SMALL BUSINESS SPONSORS

CONTRIBUTING SPONSOR

https://www.ndia.org/
https://mathcraft.com
https://www.clearancejobs.com
https://govcio.com
https://www.trssllc.com
https://complyup.com
https://www.thinktekllc.com
https://www.deltek.com/en
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