“Risk Reduction & Mitigation in the Defense Industrial Base”
MONDAY, APRIL 26, 2010

12:00-7:30pm  Registration

6:00-7:30pm  Networking Reception

TUESDAY, APRIL 27, 2010

7:00-5:00pm  Registration

7:00-8:00am  Continental Breakfast

8:00-8:15am  Welcome & Introduction
  • MG Barry D. Bates, USA (Ret), Vice President, Operations, NDIA; DIB SCC Chairman
  • Mr. Jamie Clark, Director, Defense Critical Infrastructure Program, Office of the Assistant Secretary of Defense for Homeland Defense and Americas’ Security Affairs; DIB GCC Chairman

8:15-9:15am  Keynote Address
  • Honorable Dr. Paul Stockton, Assistant Secretary of Defense for Homeland Defense and Americas’ Security Affairs

9:15-10:15am  Senior Level Discussion on Infrastructure Protection
  • Mr. Todd Keil, Assistant Secretary, Office of Infrastructure Protection, U.S. Department of Homeland Security

Discussion Topics: Challenges and efforts relating the protection of assets essential to the nation’s security, public health and safety, economic vitality and way of life.

10:15-10:45am  Networking Break

10:45-12:00pm  Panel: Resilience Leadership
  • Mr. Michael C. H. McDaniel, Deputy Assistant Secretary of Defense for Homeland Defense Strategy, Prevention & Mission Assurance, DoD
  • Mr. Raymond Musser, Staff Vice President - Security, General Dynamics; DIB SCC Vice Chairman
  • Ms. Carolyn Parisot, FBI
  • Mr. Darrell Darnell, Director, Critical Infrastructure Protection and Resilience Policy, National Security Staff, The White House

Discussion Topics: Critical Infrastructure Protection activities affecting DIB sector resiliency; Visions for the future.
12:00-1:00pm  Networking Buffet Lunch

1:00-2:00pm  Keynote Address: The Economic Crisis and Its Impact on the DIB: Defense Industrial Base Forecasts 2010-2020
   • Mr. James Averell, Economist, DCMA-Industrial Analysis Center

2:00-3:15pm  Panel: Cyber Security Critical Infrastructure Protection and Public-Private Partnerships
   • Mr. Thomas Bozek, Principal, Bozek Consulting, LLC
   • Mr. Steve Lines, Director, Business Continuity and Information Assurance, Science Applications International Corporation (SAIC); DSIE Chairman
   • Mr. Guy Copeland, Vice President of Information Infrastructure Advisory Programs within Computer Science Corporation's North American Public Sector; CSCSWG Co-Chairman
   • Mr. Brian Fredericks, Deputy, DIB CS/IA Task Force, OASD (NII)
   • Mr. Eric Noonan, Director of Security, BAE Systems

Discussion Topics: Defense industry efforts to combat the attacks of cyber warfare; The mission and activities of the Defense Security Information Exchange; Public-private partnerships; National level issues, initiatives and activities of the working bodies of the President's National Security Telecommunications Advisory Committee (NSTAC).

3:15-3:45pm  Networking Break

3:45-5:00pm  Panel: Critical Infrastructure Protection Mission Assurance Assessments (MAA)
   • Mr. Steve Turdo, Industrial Specialist, DCMA Lead CIP-MAA Analyst, DCMA-Industrial Analysis Center
   • Col Thomas McGinley, USAF, Provost Marshal J34, National Guard Bureau
   • Mr. Justin Rubin, Business Continuity Coordinator, BAE Systems Electronic Solutions
   • BG James Hoyer, USA, Director, Joint Staff, WV Army National Guard
   • MAJ Scott White, USA, CIP-MAA Team Leader, NY Army National Guard
   • 1LT Jeremy Samples, USA, CIP-MAA Team Leader, WV Army National Guard, JITEC
   • 1SG Jon Huddleston, USA, CIP-MAA Team Sergeant/Mission Analyst, CO Army National Guard

Discussion Topics: Overview and demonstration of DoD CIP-MAA purpose and process; Trend analysis and mitigation strategies for common vulnerabilities within the sector.

5:00pm  Adjourn for the Day
WEDNESDAY, APRIL 28, 2010

7:00-5:00pm  Registration

7:00-8:00am  Continental Breakfast

8:00-9:00am  Industry Keynote Address
• Mr. Ed Halibozek, Vice President of Security, Flight Operations and Administration, Northrop Grumman Corporation


9:00-10:00am  Threats to the DIB
• Ms. Melissa Smislova, Associate Deputy Under Secretary for Analysis (DU/S-A), U.S. Department of Homeland Security

Discussion Topics: A general threat overview for current activities within the last 6-9 months with a focus on matters important to the Defense Industry; Perspectives on the effectiveness of public/private sector information sharing practices and a vision for improving information sharing capabilities in the future.

10:00-10:30am  Networking Break

10:30-12:00pm  Panel: Homeland Defense/Security/Local Program Implementation - Effective Partnerships
• Mr. Raymond Musser, Staff Vice President - Security, General Dynamics; DIB SCC Vice Chairman
• Chief William McSweeney, Los Angeles Sheriff, Homeland Security Division
• Sgt. Peter Jackson, Los Angeles Sheriff’s Department, Joint Regional Intelligence Center
• Ms. Kathy McKeever, Assistant Deputy Director, Critical Infrastructure Protection, California Emergency Management Agency

Discussion Topics: Ongoing and planned activities, success stories and challenges with implementing comprehensive preparedness, response and recovery tactical programs operations in major metropolitan areas by building effective partnerships with the federal government, regions, state governments and the defense industry.
12:00-1:00pm Networking Buffet Lunch

1:00-2:30pm Panel: Interdependencies Risk Management
• Ms. Mary Ann Tierney, Deputy Managing Director for Emergency Management, Philadelphia
• Capt. Walt Smith, Philadelphia Police Department, Homeland Security Division
• Mr. Lawrence V. Wasnock, Vice President, Human Resources & Ethics Officer, L-3 Communications - Marine & Power Systems
• Mr. Jake Carson, Program Manager, U.S. Transportation Command
• Mr. Christopher Reichart, Head, Infrastructure & Networks Analysis & Assessment Branch, Naval Surface Warfare Center-Dahlgren Division, Z32

Discussion Topics: Improving government communication, analysis and coordination for DIB CIKR dependent systems to enhance the overall resiliency of the sector; A discussion of typical dependencies and what government and industry are doing to mitigate risks.

2:30-3:00pm Networking Break

3:00-4:30pm Panel: DIB Sector Involvement in Recent and Planned Exercises
• COL Paul Ahern, USA, Director, Response Team, DCMA-Industrial Analysis Center
• Mr. John Schauffert, Assessments Branch Chief, Force Protection and Mission Assurance Division, U.S. Northern Command, J34
• Mr. David Kemeter, Lead, Planning and Preparedness, DCMA-Homeland Defense
• Mr. Robert Connors, Preparedness Director, Raytheon Company
• Ms. Nancy Pomerleau, Exercise Director, Partnership Outreach Division, DHS-IP DIB

Discussion Topics: Lesson learned and activities planned for upcoming exercises; DIB sector involvement in recent and planned exercises; Raytheon’s preparedness planning and participation in national and local area exercises.

4:30-5:00pm Closing Remarks
• Mr. Jamie Clark, Director, Defense Critical Infrastructure Program, Office of the Assistant Secretary of Defense for Homeland Defense and Americas’ Security Affairs; DIB GCC Chairman
THANK YOU TO OUR PROMOTIONAL PARTNER

CSC has an unparalleled ability to solve the critical cyber challenges our clients face. Our cybersecurity solutions are built upon an in-depth understanding of IT vulnerabilities, knowledge of cyber enemies, and proven experience building and managing enterprise networks and systems. As a trusted leader in cyber solutions around the world, CSC protects some of the nation’s—and the world’s—most sensitive information, systems and networks.

Drawing on our 50 years of expertise and experience, we help organizations achieve a new competitive advantage in the marketplace. Our deep understanding of cyber complexities that cover the entire cyber spectrum gives our clients the assurance they need to take action, mitigate risks and realize their full potential in this digital economy.

Our Defense Industrial Base—Security Assessment Report (DIB-SAR) solution allows contractors to address the ever changing threat environment and quickly evolving Department of Defense regulations for controlled, unclassified information programs and technologies. CSC helps DoD contractors to get a better understanding of their overall security posture and meet security requirements necessary to host CUI data. The DIB-SAR solution suite consists of three services: DIB-SAR assessment, infrastructure build-out of a corporation’s IT environment to cover gaps determined in the assessment, and an executive report identifying areas of compliance with FISMA and NIST standards.

For additional information, please visit: http://www.csc.com.
PROCEEDINGS
Proceedings will be available on the web through the Defense Technical Information Center (DTIC) two weeks after the conference. All registered attendees will receive an email notification once the proceedings are available.

SPEAKER DONATION
In lieu of Speaker gifts, a donation has been made to the Wounded Warrior Project.

For additional information, please visit: www.woundedwarriorproject.org.

SURVEY
A survey will be e-mailed to you after the event. NDIA would greatly appreciate your time in completing the survey to help make our event even more successful in the future.

ADVERTISING
Advertise in National Defense magazine and increase your organization’s exposure. National Defense will be distributed to attendees of this event, as well as other NDIA events. For more information, please contact Dino Pignotti, NDIA, at (703) 247-2541 or dpignotti@ndia.org.

LOCATION
Sheraton Society Hill Hotel
One Dock Street
Philadelphia, PA 19106
(215) 238-6000

CONTACT
Ms. Meredith Geary, CMP, Associate Director, NDIA
(703) 247-9476
mgeary@ndia.org
THANK YOU FOR ATTENDING

We hope to see you at a future event!
View our Schedule of Events online:
http://www.ndia.org